Primary processing of PAMELA data.
(29.11.2006)
1 Structure of raw files obtained in NTSOMZ.

Cadres with size 1024 bytes:

	Heading (8 bytes)

	PAMELA information (1015 bytes)



	
	CRC(1 byte)


CRC(checksum, calculated through 1023 bytes for each cadre using logic "OR".

Structure of heading:

	1 byte
2 byte
3 byte
	Header 
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	4 byte
	Number of pseudo route

	5 byte
6 byte
7 byte
	Cadre number (junior byte)

Cadre number (average byte)

Cadre number (superior byte)

	8 byte
	CRC0(checksum of previous cadre


2 Input data.

2.1 Input data are situated in directory “/mnt/data/downlinks/” as binary files nnnnnmmm.pam, contained cadres with size 1024 bytes, where – nnnnn orbit number, from which the data were transmitted on the ground.

3 First step – extracting of the different routes in raw file (if they are several). In each time of processing procedure one current and two previous cadres are retained.
Outlet data are situated in the directory “/mnt/data/level0/”. For each input file nnnnnmmm.pam the directory “/mnt/data/level0/nnnnn/” is created. It contains following files:
3.1 Text report file nnnnnmmm_ protocol.txt with information about “RawReader” processing of input file nnnnnmmm.pam is situated in the directory “/mnt/data/level0/nnnnn/” and contains:

the full name of input file with raw data;

the size of input file with raw data, Kb;

the overall number of cadres, which were identified;

the number of routes in input file with raw data;

for each extracted route the following information is pointed out:

the ordinal number of route (from the first) in input file;

number of cadres without errors in given route;
number of cadres with errors;

overall size of the identified cadres;

overall size of the route;

first cadre number;

last cadre number;

number of missing cadres in the route;
number of double repeated cadres in the route;

number of identified cadres;

coefficient, which describes the quality of data transmission;

coefficient of completeness, describing the  successive numeration of VRL cadres from the first cadre.
3.2 Auxiliary formatted file nnnnnmmm_work.dat is located in the directory “/mnt/data/level0/nnnnn/” and includes the information about CRC errors in cadres:

number of cadre with CRC error;

calculated value of CRC;

real value of CRC which was written in given cadre.

3.3 Auxiliary texts file nnnnnmmm_info.dat is located in the directory “/mnt/data/level0/nnnnn/” and contains the statements about errors and about missing information (cadres), if it is, in file nnnnnmmm.pam.
In case of CRC error there are pointed out:

real value of CRC which was written in given cadre, calculated value of CRC, cadre number.

In the event that new cadre is identified inside the current one there is printed:

the displacement of the heading in new cadre inside the current one, present cadre number.

If the new route in file nnnnnmmm.pam is found then there are printed:
the number of previous cadre, error flag.

the structure of error flag in given cadre:

1 bit ( the error in the route number

2 bit ( the error in the cadre number
3 bit ( the error in the checksum CRC0 of previous cadre 

4 bit ( the error in the header
5 bit ( the error in the checksum CRC of present cadre
6 bit ( the corrected error in the checksum CRC.

For each cadre with errors the error flag and cadre number are written.

In case of error in cadre header the following information is printed:
the successive counter for the current cadre with error in header, the number of this cadre.

In the event that there is an error in cadre numbering for previous cadre there are written:

the error number of this cadre, the successive counter for this cadre.

for error in byte with the checksum CRC0 of previous cadre there are recorded:

the number of  previous cadre, the successive counter for previous cadre.

3.4  The binary file nnnnnmmm_route.log is positioned in the directory “/mnt/data/level0/” and contains for each route, which was found in file nnnnnmmm.pam, it ordered number from the first (1 byte for each successive route number).
The beginning of each cadre is identified using analysis of the group from eight bytes (B1 B2 B3 B4 B5 B6 B7 B8);

No_cadre=2562×B7+256×B6+B5
During the reading of file nnnnnmmm.pam
The new cadre is found, if the following condition was not satisfied:

[(B1≠oxFF && B2≠ox46) && (Num=1 || B8≠CRCOLD || B4≠RouteOLD)]
||
[(B2≠ox46 && B3≠oxD5) && (B8≠CRCOLD || No_cadre≠Cadre2+1)]

||

[(B3≠oxD5 && B1≠oxFF) && (B8≠CRCOLD || No_cadre≠Cadre2+1)]

||

[B1≠oxFF && B8≠CRCOLD && B4≠RouteOLD && No_cadre ≠Cadre2+1]
||

[(B2≠ox46 && B8≠CRCOLD && B4≠RouteOLD && No_cadre≠Cadre2+1]
||

[(B3≠oxD5 && B8≠CRCOLD && B4≠RouteOLD && No_cadre≠Cadre2+1]
||

[B1≠oxFF && B2≠ox46 && B3≠oxD5],

Where

Num – the number of cadres which have read;

CRCOLD – the checksum of previous cadre;

RouteOLD – the number of pseudo route in previous cadre;

Cadre2 – the number of previous cadre.

The new route is identified in the event that:

(No_route1≠ No_route3 && No_route2=0 && Num>3 && Pack1≠Pack0+1 && Pack1<10) ||

(No_route1≠ No_route2 && No_route2 = No_route3 && No_route1≠0 && Pack1≠Pack0+1 && Pack1<10) ||

(Pack2=Pack1+1 && Pack1=0 && Num(i)>1000000),
where
No_route3 – the number in the fourth byte of current nth cadre;

No_route2 – the number in the fourth byte of previous (n-1)th cadre;

No_route 1 – the number in the fourth byte of (n-2)th cadre;

Num – the total number of checked cadres;

Num(i) – the total number of checked cadres in the current route;

Pack2 – the number of present nth cadre;

Pack1 – the number of previous (n-1)th cadre;

Pack0 – the number of (n-2)th cadre.

For each identified route from file nnnnnmmm.pam the directory “/mnt/data/level0/nnnnn/mmm_xxx/Cln1/” is created, where xxx – the ordinal number of the route (from the first) in the initial file.
In the directory “/mnt/data/level0/nnnnn/mmm_xxx/Cln1/” the following files are created:
3.5 nnnnn_mmm_xxx_cln1.bin ( binary file containing all cadres for given route (mmm_xxx) from file nnnnnmmm.pam, excluding the data from cadres, which could not be restored, i.e. truncated cadres with size less than 1024 bytes;

3.6 nnnnn_mmm_xxx_cln1_bin.log ( binary file, including for each cadre it number (4 bytes, junior byte in superior address), the addresses of the beginning and of the end of cadre in file nnnnn_mmm_xxx_cln1.bin (4 bytes for each address, junior byte in superior address), error flag (1 byte);

3.7 nnnnn_mmm_xxx_cln1.pam ( binary file, containing for each route all PAMELA data, excluding the data from cadres, which could not be restored;
3.8 nnnnn_mmm_xxx_mis_cln1.dat ( text file, including the numbers of the first and last missing cadres in given route if they are, the information about double transmitted cadres;
3.9 nnnnn_mmm_xxx_cln1Er.log – binary file, containing for each cadre with error in the checksum, it number (3 bytes, junior byte in superior address) and error flag (1 byte).
For each route, found in the file nnnnnmmm.pam the record in the data base ‘rawreader’, table ‘RAW_FILES’ is fulfilled:

(cirquit_n, route_n, counter, NumCadr, CRC_err, cln1_name, cln1_size), where
cirquit_n – the number of downlink orbit (nnnnn);

route_n – the number of pseudo route (mmm);

counter – the ordinal number of the route (from the first) in initial file (xxx);
NumCadr – the number of identified cadres in the route with given ordinal number;

CRC_err – the number of cadres in the route with given ordinal number and with checksum error;

cln1_name – the file name (nnnnn_mmm_xxx_cln1.pam) containing PAMELA data belonged to the route with given ordinal number;

cln1_size – size of the file nnnnn_mmm_xxx_cln1.pam,
cirquit_n, route_n and counter – primary keys.
4 Second step – extraction of PAMELA packets.
4.1 The main structure of PAMELA packets.
	Heading of the packet


	Packet body



The structure of heading:

	1 byte
2 byte
3 byte
	Header
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	4 byte
	Packet type

	5 byte
	Packet type

	6 byte
7 byte
8 byte
	Packet number (superior byte)

Packet number (average byte)

Packet number (junior byte)

	9 byte
10 byte
11 byte
12 byte
	On board time (superior byte)

On board time (average byte)

On board time (average byte)

On board time (junior byte)

	13 byte
14 byte
15 byte
	Packet length (superior byte)

Packet length (average byte)

Packet length (junior byte)

	16 byte
	CRC


CRC(checksum of the packet heading, calculated over previous 15th bytes.

There are different types of PAMELA packets containing various kind of information. In overall 53 types of packets:
	The number of the type
	Hexadecimal code for given type

	1
	07

	2
	08

	3
	09

	4
	10

	5
	11

	6
	12

	7
	13

	8
	16

	9
	17

	10
	18

	11
	19

	12
	1A

	13
	1B

	14
	1C

	15
	1D

	16
	20

	17
	21

	18
	22

	19
	23

	20
	24

	21
	25

	22
	30

	23
	50

	24
	51

	25
	52

	26
	53

	27
	54

	28
	55

	29
	60

	30
	70

	31
	71

	32
	72

	33
	73

	34
	74

	35
	75

	36
	76

	37
	77

	38
	81

	39
	82

	40
	83

	41
	84

	42
	85

	43
	86

	44
	88

	45
	89

	46
	8A

	47
	A1

	48
	AB

	49
	F0

	50
	F1

	51
	F2

	52
	F3

	53
	F4


4.2 Initial data: binary file nnnnn_mmm_xxx_cln1.pam, in the directory “/mnt/data/level0/nnnnn/mmm_xxx/Cln1/”, contained PAMELA data. In each time of processing procedure one current and two previous PAMELA packets headings are retained.
Output data: the directory “/mnt/data/level0/nnnnn/mmm_xxx/Cln2/” is created. It contains files:
4.3 Binary file nnnnn_mmm_xxx_cln2.pam, including all identified PAMELA packets.
The beginning of PAMELA packet is found using the analysis of the group from eight bytes:

(Name1 Name2 Name3 B4 B5 B6 B7 B8);

if B4 coincides with type ‘type’ of PAMELA packet, then Type1=’type’;

if B5 coincides with type ‘type’ of PAMELA packet, then Type2=’type’;

if Type1=Type2 && Type1
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0, then TypeNum=Type1;

if Type1
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0 && Type2=0, then TypeNum=Type1;

if Type1=0 && Type2
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0, then TypeNum=Type2;
No_pack=2562×B6+256×B7+B8.

PAMELA packet is identified, if:

(Name1=oxFA && No_pack =Pack2+1 && TypeNum≠0) ||
(Name2=oxFE && No_pack =Pack2+1 && TypeNum≠0) ||
(Name3=oxDE && No_pack =Pack2+1 && TypeNum≠0) ||

(Name1=oxFA && Name2=oxFE && Name3=oxDE && TypeNum≠0 && Type1=Type2) ||

(Name1=oxFA && Name2=oxFE && Name3=oxDE && No_pack=Pack2+1), where
Pack2 – the number of previous PAMELA packet.

4.4 Report text file nnnnn_mmm_xxx_cln2.inf, which contains:

name of input file nnnnn_mmm_xxx_cln1.pam;

size of input file in bytes;

size of input file in Kbytes;

number of identified PAMELA packets;

number of missing packets;

number of packets with errors;

number of packets with corrected headers;

number of packets with non-identified type;

for each type of PAMELA packets the following information is pointed out:

hexadecimal type;

number of packets with given type.

4.5 Auxiliary text file nnnnn_mmm_xxx_mis_cln2.dat, containing the numbers of first and last missing packets, and information about the reverse jump in packet numbering, if there is (the number of packet with smaller number and the number of next packet with bigger number).

4.6 Binary file nnnnn_mmm_xxx_cln2.log, including packet types, first and last packet addresses in file nnnnn_mmm_xxx_cln2.pam, error flags for the packet headings;

for each identified PAMELA packet it is written:

packet type number (1 byte), address of first byte in file nnnnn_mmm_xxx_cln2.pam (4 bytes, superior byte in superior address), address of last byte in file nnnnn_mmm_xxx_cln2.pam (4 bytes, superior byte in superior address), error flag in the packet heading (1 byte);

structure of error flag:

1 bit ( checksum error in the heading of PAMELA packet
2 bit ( error in PAMELA packet length
3 bit ( error in PAMELA packet number
4 bit ( error in PAMELA packet header
5 bit ( error in PAMELA packet type
6 bit ( error in PAMELA packet on board time
7 bit ( corrected error in the checksum of PAMELA packet heading.
To identify the error in PAMELA packet length the following algorithm is implemented:
If checksum CRC in the heading of PAMELA packet is right, then
1) For current PAMELA packet ‘RawReader’ checks the real length (L) till the next encounter of PAMELA packet.

2) The length (L1) of this PAMELA packet from the heading is compared with (L).

3) If |L-L1|<=64, then L1 bytes for current PAMELA packet are written in file nnnnn_mmm_xxx_cln2.pam and second bit in error flag is not set.

4) If |L-L1|>64, then L bytes for current PAMELA packet are written in nnnnn_mmm_xxx_cln2.pam file and second bit in error flag is set.

If CRC in the heading of PAMELA packet is wrong, then L bytes are written in nnnnn_mmm_xxx_cln2.pam file and second bit in error flag is not set.
For each file nnnnn_mmm_xxx_cln1.pam the following information is written in database ‘rawreader’ in table ‘FILES’:

(cirquit_n, route_n, counter, qual_index, ready, deleted, date, archived, path, cln2_name, proces_flag, transit_flag), where
cirquit_n – the number of downlink orbit (nnnnn);

route_n – the number of pseudo route (mmm);

counter – the ordinal number of the route (from the first) in initial file (xxx);

qual_index – quality index of data transmitting;

ready – flag of readiness of file nnnnn_mmm_xxx_cln2.pam for YODA processing;
deleted – deleting flag for file nnnnn_mmm_xxx_cln2.pam;

date – creation date of file nnnnn_mmm_xxx_cln2.pam;

archived – archive flag of file nnnnn_mmm_xxx_cln2.pam;

path – full path to save file nnnnn_mmm_xxx_cln2.pam;

cln2_name – file name nnnnn_mmm_xxx_cln2.pam;

proces_flag – flag for interface with YODA processing (0 – file does not ready to be processed (bad quality of data); 1 – file ready to be processed by YODA; 2 – file was processed);
transit_flag – interface flag to transmit data in MEPHI (0 – do not transmit (bad quality of data); 1 – data to be transmitted; 2 – data transmitting; 3 – data transmitting was completed);
cirquit_n, route_n and counter – primary keys,
and in database ‘rawreader’ in table ‘FILES1’:

(raw_filename, pam_size, ratioCln1Cln2, cirquit_n, route_n, route_real, counter, board_time, Num_all, Num_macro, flag_twice, my_route, OBT_first, OBT_last, time_dif), where
raw_filename – file name nnnnnmmm.pam;
pam_size – size of file nnnnn_mmm_xxx_cln2.pam;
ratioCln1Cln2 – ratio of files sizes nnnnn_mmm_xxx_cln2.pam and nnnnn_mmm_xxx_cln1.pam;

cirquit_n – the number of downlink orbit (nnnnn);

route_n – the number of pseudo route (mmm);

route_real – real number of route in cadre with number zero;

counter – the ordinal number of the route (from the first) in initial file (xxx);
board_time – time in the heading of last identified PAMELA packet in file nnnnn_mmm_xxx_cln2.pam;

Num_all – total number of identified PAMELA packets in file nnnnn_mmm_xxx_cln2.pam;

Num_macro – number of identified PAMELA packets with macrocommands (type ox55) in file nnnnn_mmm_xxx_cln2.pam;

flag_twice – flag for second transmission;

my_route – total ordinal counter of the routes (from the first);

OBT_first – initial time for new route in file nnnnn_mmm_xxx_cln2.pam;

OBT_last – last time for new route in file nnnnn_mmm_xxx_cln2.pam;

time_dif – difference of synchronization times in file nnnnn_mmm_xxx_cln2.pam;

cirquit_n, route_n and counter – primary keys.

5. PAMELA packet sorting.

Input data: binary file nnnnn_mmm_xxx_cln2.pam, including identified PAMELA packets, and file nnnnn_mmm_xxx_cln2.log in directory “/mnt/data/level0/nnnnn/mmm_xxx/Cln2/”.

Output data: the directory “/mnt/data/level0/nnnnn/mmm_xxx/packets/” is created. It contains the files:

5.1 Binary files nnnnn_mmm_xxx_AA.bin, including PAMELA packets with type AA (excluding type 0x10) and without errors;

5.2 Binary file nnnnn_mmm_xxx_00.bin, containing PAMELA packets with errors;

5.3 Binary file nnnnn_mmm_xxx_ql.log, which contains for each packet of given type (excluding type 0x10):

type of the PAMELA packet (1 byte);
first address of the packet without errors in file nnnnn_mmm_xxx_AA.bin or first address of the packets with errors in file nnnnn_mmm_xxx_00.bin (4 bytes);

error flag (1 byte);

structure of error flag:

1 bit ( error in the checksum of PAMELA packet heading
2 bit ( error in the length of PAMELA packet
3 bit ( error in the PAMELA packet number
4 bit ( error in the PAMELA packet header
5 bit ( error in the PAMELA packet type
6 bit ( error in the on board time from the heading of PAMELA packet
7 bit ( corrected error in the checksum of PAMELA packet heading;

OBT from the heading of PAMELA packet (4 bytes);

Moscow time (4 bytes);

packet number (3 bytes);

the numbers 0xFF (15 bytes) are added to 32 bytes of total record for each PAMELA packet.

5.4 Text file nnnnn_mmm_xxx_work2.dat, including information about total number of PAMELA packets for each type, contained in file nnnnn_mmm_xxx_cln1.pam and written in files nnnnn_mmm_xxx_AA.bin, accordingly, and also about total number of PAMELA packets with errors in file nnnnn_mmm_xxx_00.bin.
For each file nnnnn_mmm_xxx_cln2.pam the following record in database ‘rawreader’ in table ‘PACKETS’ is fulfilled:

(cirquit_n, route_n, counter, P00, P07, P08, P09, P10, P11, P12, P13, P16, P17, P18, P19, P1A, P1B, P1C, P1D, P20, P21, P22, P23, P24, P25, P30, P50,  P51, P52, P53, P54, P55, P60, P70, P71, P72, P73, P74, P75, P76, P77, P81, P82, P83, P84, P85, P86, P88, P89, P8A, PA1, PAB, PF0, PF1, PF2, PF3, PF4), where
cirquit_n – the number of downlink orbit (nnnnn);

route_n – the number of pseudo route (mmm);

counter – the ordinal number of the route (from the first) in initial file (xxx);
P00 – the number of PAMELA packets in file nnnnn_mmm_xxx_cln2.pam, which contain the errors in the heading or if they type was not identified;

P07 – the number of PAMELA packets in file nnnnn_mmm_xxx_cln2.pam with type 0x07;

P08 – number of packets with type 0x08;

P09 – number of packets with type 0x09;

P10 – number of packets with type 0x10;

P11 – number of packets with type 0x11;

P12 – number of packets with type 0x12;

P13 – number of packets with type 0x13;

P16 – number of packets with type 0x16;

P17 – number of packets with type 0x17;

P18 – number of packets with type 0x18;

P19 – number of packets with type 0x19;

P1A – number of packets with type 0x1A;

P1B – number of packets with type 0x1B;

P1C – number of packets with type 0x1C;

P1D – number of packets with type 0x1D;

P20 – number of packets with type 0x20;

P21 – number of packets with type 0x21;

P22 – number of packets with type 0x22;

P23 – number of packets with type 0x23;

P24 – number of packets with type 0x24;

P25 – number of packets with type 0x25;

P30 – number of packets with type 0x30;

P50 – number of packets with type 0x50;

P51 – number of packets with type 0x51;

P52 – number of packets with type 0x52;

P53 – number of packets with type 0x53;

P54 – number of packets with type 0x54;

P55 – number of packets with type 0x55;

P60 – number of packets with type 0x60;

P70 – number of packets with type 0x70;

P71 – number of packets with type 0x71;

P72 – number of packets with type 0x72;

P73 – number of packets with type 0x73;

P74 – number of packets with type 0x74;

P75 – number of packets with type 0x75;

P76 – number of packets with type 0x76;

P77 – number of packets with type 0x77;

P81 – number of packets with type 0x81;

P82 – number of packets with type 0x82;

P83 – number of packets with type 0x83;

P84 – number of packets with type 0x84;

P85 – number of packets with type 0x85;

P86 – number of packets with type 0x86;

P88 – number of packets with type 0x88;

P89 – number of packets with type 0x89;

P8A – number of packets with type 0x8A;

PA1– number of packets with type 0xA1;

PAB – number of packets with type 0xAB;
PF0– number of packets with type 0xF0;

PF1 – number of packets with type 0xF1;

PF2– number of packets with type 0xF2;

PF3 – number of packets with type 0xF3;

PF4 – number of packets with type 0xF4.

cirquit_n, route_n and counter – primary keys.
In database ‘rawreader’ in table ‘FILES1’ for given values of primary keys: cirquit_n, route_n and counter the meaning of the times synchronization difference is recorded.

6. Initial parameters.
The parameters controlling the processing of ‘RawReader' program are set in file ‘/home/pamelaprod/rawreader/bin/parameters.dat’:
1.
‘/mnt/data/level0/’ – location of root directory for ‘RawReader’ processing.

2.
‘/home/pamelaprod/rawreader/bin/timesync.dat’ – placing of the file with coefficients for time syncronization;

3.
‘/mnt/data/arina/orientation/’ – allocation of the directory to write PAMELA packets with macro commands (type 0x55) for ‘ARINA’ experiment using;

4.
‘mysql://localhost/’ – for connection with MYSQL server;
5.
‘rawreader’ – database name;

6.
0.9 – the value of quality coefficient, which control YODA processing;

7.
0.999 – the value of quality coefficient, which control data transmitting in MEPHI;
8.
0 – flag to control output of ‘RawReader’ processing for debugging purpose; to suppress terminal output the value ‘0’ has to be set.

In the last two strings of header file the following flags are set:
CLN2_FLAG 1, to manage the creation of the tree “/mnt/data/level0/nnnnn/mmm_xxx/Cln2/” (to create or not);

 CLN1_MEPHI 0, to control the writing of the file nnnnn_mmm_xxx_cln1.pam in special directory ‘/mnt/data/level0/Cln1/’.
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